
NI INTERCHANGE SCHEME


Ref: I/C 76/25

Hosting Proforma


    Name of Host  

    Organisation

1.  Interchange Manager’s details


             Name

     Organisation/

        Department


              Address

         Telephone                                               Fax number

             Number

               

               E-mail

Type of Opportunity

2.  Details of hosting opportunity

      Description of opportunity

	Information Services Division (ISD) is part of the Justice Delivery Directorate (JDD) which is one of three functional directorates within the DoJ. It has a strategic aim of providing high quality customer focused services to enable the Department to undertake its business and achieve its outcomes.

 The aims of ISD are:

•
to support the achievement of Departmental outcomes through the provision of effective, secure and reliable services that deliver best value, in the fields of information management, ICT; programme and project management; health & safety advice; security vetting; and fit-for-purpose accommodation.

•
to run an efficient and effective criminal record check service for Northern Ireland that meets its published targets for timeliness and quality.
The opportunity is for an individual with significant experience in:

· providing advice, support and guidance on IT security related matters;

· the development and support of applications hosted on a secure infrastructure; and

· the investigation of security incidents as directed by the DSO. 


      Main objectives of the opportunity

	Provision of effective and efficient secure ICT business system development and support services to meet customer needs.

Provision technical support services for LOB applications in line with agreed SLA targets.
Provision of IT Security and ICT Accreditation Services.

Provision of the ITSO function as required including input into the investigation of security incidents.

Participation in DOJ and NICS Security fora and accreditation panels as required.

Advice and Guidance to business areas (and IAOs) iro ICT Health Checks and other security related matters.

Undertake to review and develop new system processes for ICT Accreditation across the DOJ in line with wider NICS initiatives.




3.  Skills requirements
       What qualities, skills and experience is required from the individual

	The following are the essential skills needed to perform the roles effectively:
A broad range of general ICT skills in developing and supporting applications on a secure infrastructure. These will include (but are not limited to):

ado.net, vb.net, SQL server, MS Access, Content Manager integration, asp.net. tsql and MS Azure DevOps.

A record of providing security and application development related information to senior managers and other non-technical staff.

Experience in the development of secure ICT systems including specification and the estimation and costing of development projects.

Experience in the management of a small, distributed team of ICT specialist system developers.



4.  Personnel: Please state below

         Who will the individual report to? 

	The successful candidate will report to the ICT Level 6 within ICT Business and Support Services.



5.  Transfer of learning
     Please give details of how the Opportunity will benefit your organisation, the 

     individual and their organisation. 
	The individual will be involved in the provision of security related advice and guidance and also in the development and support of a number of small line of business applications on a secure infrastructure. 

From a DoJ perspective the individual will work with and advise the Department Security Officer (DSO) and IAOs to reduce the departments cyber risk exposure.

This will give the individual exposure to and experience of engaging with DoJ senior managers and other stakeholders across the justice sector as well managing a small hybrid team of development staff. The individual will also gain experience of the technologies and techniques used within the DoJ.



6.  Logistics

     Please provide details of the likely start date, duration, location, form of transport required, resources (i.e.; desk, PC, etc.) and funding arrangements for the opportunity.

	Start Date: The post is expected to last for 24 months but may be extended to 36 months subject to the agreement of all parties.  The secondment will begin as soon as the successful candidate has been identified, and a release date agreed (this is expected to be no longer than 4 weeks from notification of success).
Duration: An initial period of 24 months, with the possibility to extend it to 36 months by agreement with all parties.
Location: Hybrid working arrangements will be possible, with a minimum of 2 days per week in Knockview Buildings, Stormont Estate, Belfast.
Resources: A laptop, all required software and home working equipment will be provided as necessary.
Security Clearance: The successful candidates will be expected to have, or be willing to obtain, security clearance at Security Check (SC) level.  DoJ will facilitate this if not already held. The candidate should state their current level of clearance held, if any.
Funding: DoJ will meet salary and any associated expenses. The salary range is £37,694 - £38,990 and an ICT allowance of £3,713pa.
Further information: Please contact Steven Dickson by email at: Steven.dickson@justice-ni.gov.uk 
Closing Date: Applications* from employees from member organisations must be submitted by 5.00pm on Friday16 January 2026 to: 
       interchangesecretariat@finance-ni.gov.uk
*This opportunity is not open to NI Civil Service staff


7.  Endorsement

     Interchange Manager

	Steven Dickson


Signed:

	18 December 2025


Date:



Department of Justice, NI Civil Service
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Secondment – Development Team Manager / IT Security Officer, ICT Level 5
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